
 

PLACEMENT FORM 

Washtenaw Intermediate School District 

 
This form must be completed prior to submitting to the Human Resources Department for final approval. 

Individual cannot be placed until all other required forms have been received by the Human Resources 

Department. 

 

Name: ___________________________ _________ _________________________________  
 First  Middle Initial Last 

 

Work Phone: _______________ Home Phone: _______________ Cell: _______________ 

 

E-Mail Address: __________________________________________ 

Placement: ❑ Student Teacher ❑ Fieldwork ❑ Volunteer ❑ Intern ❑ Observer ❑ Other 

Start Date: ____________________ End Date: ________________________ 

 

Number of Hours and/or Days of the Assignment: _________________ 

 

Name of College or University (if applicable): ____________________________________________ 

 

Name of College or University Professor (if applicable): ____________________________________ 

 

Major or Course of Study (if applicable): _____________________ 

 

Name of Organization (if applicable): ____________________________________________________ 

 

Placement Location(s):  _______________________________________________________________ 

 

Name of WISD Teacher working with individual: _________________________________________ 

---------------------------------------- WISD SUPERVISOR ONLY ------------------------------------- 

Supervisor’s Name: ________________________ Approval by Supervisor: ❑ Yes ❑ No  

 

Supervisor’s Signature: ________________________________ Date: ________________________ 

 
(For Human Resource Department Use Only) 

Emergency Release Form: ❑ Consent Form: ❑ Confidentiality Agreement: ❑ 

Status: ❑OK ❑ Denied 

 

Approved: _______________________________________ Date: ________________________ 
 Signature – Human Resources 

Rev 11-24-14 



NON-EMPLOYEE EMERGENCY CONTACT INFORMATION 

Washtenaw Intermediate School District 

If you are not a permanent employee of Washtenaw Intermediate School District, but are in our 

building(s) as an observer, student teacher, intern or volunteer, we keep the following 

information on file in the event of an emergency situation.   

Please notify us if the information changes so your file has current and useful information. This 

information is confidential and will be treated as such. 

Please complete this form and return to: 

Nicole Hubler
Human Resources Department 

1819 S. Wagner Road 

Ann Arbor, MI  48103 

nhubler@washtenawisd.org 

Confidential Fax Number: (734) 994-1629 

In case of an emergency, please contact: 

Primary Contact: ___________________________ Relationship: ____________________________ 

Address: _________________________________________________________________________ 

Work Phone: _______________ Home Phone: _________________ Cell: ___________________ 

E-mail: ___________________________________________________________________________

Secondary Contact: _______________________ Relationship: ___________________________ 

Address: _________________________________________________________________________ 

Work Phone: _______________ Home Phone: _________________ Cell: ___________________ 

E-mail:___________________________________________________________________________

Additional information that may be helpful in the event of an emergency: __________________ 

______________________________________________________________________________ 

_____________________________________ 

Name (Please Print) 

_____________________________________ ________________________ 

Signature Date 

6/26/14 

mailto:ccarter@washtenawisd.org


 

CONFIDENTIALITY AGREEMENT 

Washtenaw Intermediate School District 

 

 

There are federal and state laws that protect the privacy rights of students and families.  In a 

school situation, there are many instances in which confidential information is discussed in order 

to better understand students and how we can help them.  When working in the schools as a 

volunteer/observer/student teacher/fieldworker/other, there may be times when this information 

is heard.  As a volunteer/observer/student teacher/fieldworker/other, you must agree that if you 

do hear information about a student or a family, you will not repeat this outside of school.  This 

will ensure the protection of our students’ interest and their families, thus creating a better 

environment for all. 

 

Additionally, there are laws that govern special education confidentiality.  These regulations 

indicate that confidentiality must be maintained relative to special education students.  Therefore, 

any written or verbal communication with anyone who does not have a right to know is in 

violation of the laws.  A volunteer/observer/student teacher/fieldworker/other should not discuss 

a student’s disability with any individual outside of the classroom instructor or staff member.  

The volunteer/observer/student teacher/fieldworker/other should not use any written or verbal 

statements outside of the school that would divulge the student’s disability.  In essence, only 

those who work directly with the student are considered as those with a “need to know”.  If at 

any time these terms of confidentiality are violated by a volunteer/observer/student 

teacher/fieldworker/other, termination of volunteer/observer/student teacher/fieldworker/other 

services may occur.   

 

I further understand that my authorization to serve as a volunteer/observer/student 

teacher/fieldworker/other may be terminated at the discretion of the Superintendent and/or 

Program Supervisor at any time if they determine it is in the best interests of the program or the 

students. 

 

By signing this agreement, I am stating that I will not divulge information about any student or 

family to a person outside the school setting.  

 

I have read, understand and agree to the information presented above.   

 

 

_____________________________________ 

Name (Please Print) 

 

_____________________________________  ________________________ 

Signature       Date 

 

 

 
 

05/05/14 



CONSENT FORM 

Washtenaw Intermediate School District 

 
I am offering my services as a (please check one): 

 ❑ Student Teacher ❑ Fieldwork ❑ Volunteer  ❑ Intern  

 ❑ Observer ❑ Other (Please Explain): ______________________________________ 

 

Name of School or Location: _________________________________________________________________________ 

 

In a continuing effort to keep our students safe, Washtenaw Intermediate School District requires that any person who 

volunteers to work in our District must be screened through the Internet sites for the Sex Offenders Registry (SOR) list, 

the Internet Criminal History Access Tool (ICHAT) criminal history records check and the Offender Tracking 

Information System (OTIS) prior to being allowed to participate in any activity or program.  I understand the check is 

mandatory and agree to provide the following personally identifiable information (please print legibly): 

 

Legal Name: ___________________________ _________ ____________________________________ 
 First Middle Initial Last 

*Address/City/St/Zip: ___________________________________________________________________________________ 

*Date of Birth: ______/_______/_____ (mm/dd/yy) *Gender: ❑ Male ❑ Female *Race: ____________ 

 

*Height: __________     *Weight: __________     *Hair Color: __________    *Eye Color: __________ 

 

*Maiden Name: _______________________ Other Aliases: _______________________________________ 

 
(if applicable)

 (i.e., previous married name, nickname or any other name you have gone by in the past) 

 
Note: In certain circumstances the specific placement may require the individual to be fingerprinted.  The fingerprints are run under the reason 

CPV (National Child Protection Act – volunteer) and therefore will not fulfill the requirements for school employment. The fee for 

fingerprinting is $69.00. 

 

By completing this form and signing below, I authorize Washtenaw Intermediate School District to conduct a 

criminal history check and/or fingerprinting if deemed necessary. 

 

 _____________________________________ 

 Name (Please Print) 

 

 _____________________________________  ________________________ 

 Signature       Date 
 

 

 
(For Human Resource Department Use Only) 

Date Received By HR: __________________ Fingerprinted: ❑ Yes ❑ No Date:  _______________ 

ICHAT: ❑ Yes ❑ No ❑ N/A OTIS: ❑ Yes ❑ No ❑ N/A SOR: ❑ Yes ❑ No ❑ N/A 

 

Background check verified by: _____________________________________ Rev. 6/26/14 

   



 
BOARD POLICY 3120.09 - VOLUNTEERS 

Washtenaw Intermediate School District 
 

The Board of Education recognizes that certain programs and activities can be enhanced through the use 
of volunteers who have particular knowledge or skills that will be helpful to members of the employees 
responsible for the conduct of those programs and activities. 
  
The Superintendent shall be responsible for recruiting community volunteers, reviewing their capabilities 
and making appropriate placements. S/He shall not be obligated to make use of volunteers whose abilities 
are not in accord with District needs. 
  
Any volunteer who works with or has unsupervised access to students shall be screened through the 
Internet sites for the Sex Offenders Registry (SOR) list, the Internet Criminal History Access Tool 
(ICHAT) criminal history records check and the Offender Tracking Information System (OTIS) prior to 
being allowed to participate in any activity or program. 
  
All other volunteers who work in the schools or on any school sponsored activity shall submit to a 
criminal history records check through ICHAT, prior to being allowed to participate in any activity or 
program. 
  
The Superintendent is to inform each volunteer that s/he: 
  

A. shall agree to abide by all Board policies and District guidelines while on duty as a volunteer; 
  

B. will be covered under the District's liability policy but the District cannot provide any type of 
health insurance to cover illness or accident incurred while serving as a volunteer, nor is the person 
eligible for workers compensation. 

  
© Neola 2006 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
BOARD POLICY 7540.03 – ACCEPTABLE USE AND INTERNET SAFETY 

Washtenaw Intermediate School District 
 
 
It is the policy of the ISD's Board of Education to provide students, staff, volunteers, and other authorized 
users access to the ISD's technology resources, including its computers and network resources, in a 
manner that encourages responsible use. It is also the policy of the Board to comply with the Children's 
Internet Protection Act ("CIPA"). As required by the CIPA, the Board directs the ISD's administration to: 
  

A. Monitor minors' online activities and use technology protection measures on the ISD's computers 
with Internet access to block minors' access to visual depictions that are obscene, that constitute 
child pornography, or that are "harmful to minors." The term "harmful to minors" means any 
picture, image, graphic image file, or other visual depiction that (1) taken as a whole and with 
respect to minors, appeals to a prurient interest in nudity, sex, or excretion; (2) depicts, describes, 
or represents, in a patently offensive way with respect to what is suitable for minors, an actual or 
simulated sexual act of sexual contact, actual or simulated normal or perverted sexual acts, or a 
lewd exhibition of the genitals; and (3) taken as a whole, lacks serious literary, artistic, political, 
or scientific value as to minors. 
  

B. Use of technology protection measures on the ISD's computers with internet access to block all 
access to visual depictions that are obscene or that constitute child pornography. The technology 
protection measures may be disabled by an authorized staff member, during adult use, to enable 
access to bona fide research or for other lawful purposes. The Board designates the following 
person(s) to determine which staff members are authorized to disable the protection measures: 
Superintendent and Director of Technology. 
  

C. Educate minors about appropriate online behavior, including interacting with other people of 
social networking websites and in chat rooms and cyber bullying awareness and response. 
  

D. Prohibit access by minors to inappropriate matter on the Internet. 
  

E. Prohibit unauthorized access, including so-called "hacking," and other unlawful activities by 
minors online. 
  

F. Prohibit the unauthorized disclosure, use, and dissemination of personal identification 
information regarding minors. 
  

G. Restrict minors' access to materials that are "inappropriate for minors." In addition to those stated 
in law and defined in this policy, the Board defines materials that are inappropriate for minors to 
include: 
  

1. Defamatory; 
  

2. Lewd, vulgar or profane; 
  

3. Threatening; 
  

4. Harassing or discriminatory; 
  

5. Bullying; 
  

6. Terroristic. 
  



H. Encourage the safety and security of minors when using electronic mail, chat rooms, and other 
forms of direct electronic communication. 
  

The Board designates and directs the Superintendent or his/her designee to take all steps necessary to 
implement this policy and to otherwise comply with the CIPA. 
  
The Board directs the Superintendent or his/her designee to develop, review, and revise as necessary an 
acceptable use agreement that must be signed by all users of the District's technology resources before the 
user will be allowed to use the technology resources. Different acceptable use agreements may be 
developed based on the user's status. At a minimum, the Superintendent or his/her designee will develop 
(1) an acceptable use agreement to be signed by adult users, including employees, volunteers, and board 
members; and (2) an acceptable use agreement to be signed by students and their parents. The acceptable 
use agreements must be consistent with this Board policy and must include, at a minimum: 
  

A. A statement that the use of the technology resources is a privilege that may be revoked at any 
time. 
  

B. A statement that a user has no expectation of privacy when using the technology resources. 
  

C. Provisions to protect the integrity of the technology resources, including a requirement that each 
user only access the technology resources by using his/her assigned user name and password. 
  

D. A statement that the technology resources may not be used to bully other people. A statement that 
misuse of the technology resources may result in loss of access to the technology resources and 
potential disciplinary action. 
  

E. A list of what constitutes "misuse" of the technology resources. 
  

F. A statement that the ISD does not guarantee that the technology resources will be error free or 
uninterrupted. 
  

G. A requirement that users report any material that makes them feel threatened, harassed, or bullied. 
  

H. A release of all claims and liabilities against the ISD for use of the technology resources. 
  
Pursuant to section 6 of the Michigan Library Privacy Act, each school library offering public access to 
the Internet or a computer, computer program, computer network, or computer system shall limit minors 
to only use or view those terminals that do not receive obscene material or sexually explicit material that 
is harmful to minors. Individuals age eighteen (18) or older, or a minor accompanied by his/her 
parent/guardian, may access a school library terminal that is not restricted from receiving such material. 
Each qualifying school library must designate at least one (1) terminal that is not restricted from receiving 
such material. Library staff must take steps to ensure that minors not accompanied by a parent or guardian 
do not access the unrestricted terminal. 
  
The Board directs the Superintendent and/or his/her designee to determine which staff members will 
implement this paragraph in each qualifying school building library. 
  
© Neola 2011 

 
 
 
 

 
 
 



 
 

BOARD POLICY 7545 – ELECTRONIC COMMUNICATIONS 
Washtenaw Intermediate School District 

 
 

The advancement of technology has provided many new ways for individuals to communicate with one 
another. These electronic communications include social networking sites, instant messaging, text 
messaging, e-mailing and photo-sharing, among others. Additional methods of electronic communication 
can be anticipated as the technology continues to evolve. 
  
However, use of such technology must be approached with caution by School District employees. Given 
the nature of the communications, there is a significant potential both for inappropriate use and for 
alleged inappropriate use. To protect staff and students, the following restrictions are established: 
  

A. Electronic communications with students should be appropriate in tone, content, and quantity. 
Stalking, harassment, or other unwelcome behaviors are prohibited, including any type of 
sexually suggestive comments, photos, or graphics. 
  

B. Electronic communications with other employees should be appropriate in tone, content, and 
quantity. Stalking, harassment, or other unwelcome behaviors are prohibited. 

  
The District may require the employee to produce records for review when there is reason to believe that 
this policy has been violated. Records within the District's control may be reviewed periodically to assure 
that this policy is being complied with. These may include Internet logs, cellphone records, or other 
similar documentation. 
  
Questions regarding acceptable electronic communications or unwelcomed electronic communications 
from someone associated with the District should be submitted to the Superintendent. 
  
© Neola 2009 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 
BOARD POLICY 8330 – STUDENT RECORDS 

Washtenaw Intermediate School District 
 
In order to provide appropriate educational services and programming, the Board of Education must 
collect, retain, and use information about individual students. Simultaneously, the Board recognizes the 
need to safeguard student's privacy and restrict access to student’s personally identifiable information. 
  
Student "personally identifiable information" ("PII") includes, but is not limited to: the student's name; 
the name of the student's parent or other family members; the address of the student or student's family; a 
personal identifier, such as the student's social security number, student number, or biometric record; 
other indirect identifiers, such as the student's date of birth, place of birth, and mother's maiden name; 
other information that, alone or in combination, is linked or linkable to a specific student that would allow 
a reasonable person in the school community, who does not have personal knowledge of the relevant 
circumstances, to identify the student with reasonable certainty; or information requested by a person who 
the District reasonably believes knows the identity of the student to whom the education record relates. 
  
The Board of Education is responsible for maintaining records of all students attending schools in this 
District. Only records mandated by the State or Federal government and/or necessary and relevant to the 
function of the School District or specifically permitted by this Board will be compiled by Board 
employees. The Board hereby authorizes collection of the following student records, in addition to the 
membership record required by law: 
  

A. observations and ratings of individual students by professional staff members acting within their 
sphere of competency 
  

B. samples of student work 
  

C. information obtained from professionally acceptable standard instruments of measurement such 
as: 
  

1. interest inventories and aptitude tests, 
  

2. vocational preference inventories, 
  

3. achievement tests, 
  

4. standardized intelligence tests, 
  

D. authenticated information provided by a parent or eligible student concerning achievements and 
other school activities which the parent or student wants to make a part of the record 
  

E. verified reports of serious or recurrent behavior patterns 
  

F. rank in class and academic honors earned 
  

G. psychological tests 
  

H. attendance records 
  

I. health records 
  

J. custodial arrangements 
  



In all cases, permitted, narrative information in student records shall be objectively-based on the personal 
observation or knowledge of the originator. 
  
Student records shall be available only to students and their parents, eligible students, and designated 
school officials who have a legitimate educational interest in the information, or to other individuals or 
organizations as permitted by law. The term "parents" includes legal guardians or other persons standing 
in loco parentis (such as a grandparent or stepparent with whom the child lives, or a person who is legally 
responsible for the welfare of the child). The term "eligible student" refers to a student who is eighteen 
(18) years of age or older or a student of any age who is enrolled in a postsecondary institution. 
  
In situations in which a student has both a custodial and a noncustodial parent, both shall have access to 
the student's educational records unless stipulated otherwise by court order. In the case of eligible 
students, parents will be allowed access to the records without the student's consent, provided the student 
is considered a dependent under section 152 of the Internal Revenue Code. 
  
A school official is a person employed by the Board as an administrator, supervisor, teacher/instructor 
(including substitutes), or support staff member (including health or medical staff and law enforcement 
unit personnel); and a person serving on the Board. The Board further designates the following 
individuals and entities as "school officials" for the purpose of FERPA: 
  

A. persons or companies with whom the Board has contracted to perform a specific task (such as an 
attorney, auditor, insurance representative, or medical consultant); 
  

B. contractors, consultants, volunteers or other parties to whom the Board has outsourced a service 
or function otherwise performed by the Board employees (e.g. a therapist, authorized information 
technology (IT) staff, and approved online educational service providers). 

  
The above-identified outside parties must (a) perform institutional services or functions for which the 
Board would otherwise use its employees, (b) be under the direct control of the Board with respect to the 
use and maintenance of education records, and (c) be subject to the requirements of 34 C.F.R. 99.33(a) 
governing the use and re-disclosure of PII from education records. 
  
Finally, a parent or student serving on an official committee, such as a disciplinary or grievance 
committee, or assisting another school official in performing his/her tasks (including volunteers) is also 
considered a "school official" for purposes of FERPA provided s/he meets the above-referenced criteria 
applicable to other outside parties. 
  
"Legitimate educational interest" shall be defined as a "direct or delegated responsibility for helping the 
student achieve one (1) or more of the educational goals of the District" or if the record is necessary in 
order for the school official to perform an administrative, supervisory or instructional task or to perform a 
service or benefit for the student or the student’s family. The Board directs that reasonable and 
appropriate methods (including but not limited to physical and/or technological access controls) are 
utilized to control access to student records and to make certain that school officials obtain access to only 
those education records in which they have legitimate educational interest. 
  
The Board authorizes the administration to: 
  

A. forward student records, including any suspension and expulsion action against the student, on 
request to a school or school district in which a student of this District seeks or intends to enroll 
upon condition that the student’s parents be notified of the transfer, receive a copy of the record if 
desired, and have an opportunity for a hearing to challenge the content of the record; 
  

B. forward student records, including disciplinary records with respect to suspensions and 
expulsions, upon request to a public school or school district in which a student in foster care is 
enrolled. Such records shall be transferred within one (1) school day of the enrolling school’s 
request; 



  
C. provide "personally-identifiable" information to appropriate parties, including parents of an 

eligible student, whose knowledge of the information is necessary to protect the health or safety 
of the student or other individuals, if there is an articulable and significant threat to the health or 
safety of a student or other individuals, considering the totality of the circumstances; 
  

D. report a crime committed by a child with or without a disability to appropriate authorities and, 
with respect to reporting a crime committed by a student with a disability, to transmit copies of 
the student’s special education records and disciplinary records including any suspension and 
expulsion action against the student to the authorities and school officials for their consideration; 
  

E. release de-identified records and information in accordance with Federal regulations; 
  

F. disclose personally identifiable information from education records, without consent, to 
organizations conducting studies "for, or on behalf of" the District for purposes of developing, 
validating or administering predictive tests, administering student aid programs, or improving 
instruction; 
  
Information disclosed under this exception must be protected so that students and parents cannot 
be personally identified by anyone other than representative of the organization conducting the 
study, and must be destroyed when no longer needed for the study. In order to release information 
under this provision, the District will enter into a written agreement with the recipient 
organization that specifies the purpose of the study. (See Form 8330 F14.)Further, the following 
personally identifiable information will not be disclosed to any entity: a student or his/her family 
member’s social security number(s); religion; political party affiliation; voting history; or 
biometric information. 
  
While the disclosure of personally identifiable information (other than social security numbers, 
religion, political party affiliation, voting record, or biometric information) is allowed under this 
exception, it is recommended that de-identified information be used whenever possible. This 
reduces the risk of unauthorized disclosure. 
  

G. disclose personally identifiable information from education records without consent, to 
authorized representatives of the Comptroller General, the Attorney General, and the Secretary of 
Education, as well as State and local educational authorities; 
  
The disclosed records must be used to audit or evaluate a Federal or State supported education 
program, or to enforce or comply with Federal requirements related to those education programs. 
A written agreement between the parties is required under this exception. (See Form 8330 F16) 
  
The District will verify that the authorized representative complies with FERPA regulations. 
  

H. request each person or party requesting access to a student's record to abide by the Federal 
regulations concerning the disclosure of information. 

  
The Board will comply with a legitimate request for access to a student's records within a reasonable 
period of time but not more than forty-five (45) days after receiving the request or within such shorter 
period as may be applicable to students with disabilities. Upon the request of the viewer, a record shall be 
reproduced, unless said record is copyrighted, and the viewer may be charged a fee equivalent to the cost 
of handling and reproduction. Based upon reasonable requests, viewers of education records will receive 
explanation and interpretation of the records. 
  
The Board shall maintain a record of those persons to whom information about a student has been 
disclosed. Such disclosure records will indicate the student, person viewing the record, information 
disclosed, date of disclosure, and date parental/eligible student consent was obtained (if required). 
  



Upon written request by a student’s parent or legal guardian, the District shall disclose to the parent or 
legal guardian any personally identifiable information concerning the student that is collected or created 
by the District as part of the student’s education records. 
  
If the District provides any personally identifiable information concerning the student that is collected or 
created by the District as part of the student’s education records to any person, agency, or organization, 
then the District shall disclose to the student’s parent or legal guardian upon his or her written request: 
  

A. the specific information that was disclosed; 
  

B. the name and contact information of each person, agency, or organization to which the 
information has been disclosed; 
  

C. the legitimate reason that the person, agency, or organization had in obtaining the information. 
  
This information shall be provided without charge within thirty (30) days after the District receives the 
written request and without charge to the parent or legal guardian. 
  
The District is not required to disclose to the parent or legal guardian, even upon written request, any 
personally identifiable information concerning the student that is collected or created by the District as 
part of the student’s education records and is provided to any person, agency, or organization in any of the 
following situations: 
  

A. provision of such information to the Michigan Department of Education or CEPI 
  

B. provision of such information to the student’s parent or legal guardian 
  

C. provision of such information to its authorizing body or to an educational management 
organization with which it has a management agreement 
  

D. provision of such information to or from its intermediate school district or to another intermediate 
school district providing services to the District or its students pursuant to a written agreement 
  

E. provision of such information to a person, agency, or organization with written consent from the 
student’s parent or legal guardian or, if the student is at least age eighteen (18), the student 
  

F. provision of such information to a person, agency, or organization seeking or receiving records in 
accordance with an order, subpoena, or ex parte order issued by a court of competent jurisdiction 
  

G. provision of such information as necessary for standardized testing that measures the student’s 
academic progress and achievement 
  

H. provision of such information that is covered by the opt-out form described above, unless the 
student’s parent or legal guardian or, if the student is at least age eighteen (18) or is an 
emancipated minor, the student has signed and submitted the opt-out form referenced below 

  
Only "directory information" regarding a student shall be released to any person or party, other than the 
student or his/her parent, without the written consent of the parent; or, if the student is an eligible student, 
the written consent of the student, except those persons or parties stipulated by the Board policy and 
administrative guidelines and/or those specified in the law. 
  
The Board shall exempt from disclosure directory information, as requested for the purpose of surveys, 
marketing, or solicitation, unless the Board determines that the use is consistent with the educational 
mission of the Board and beneficial to the affected students. The Board may take steps to ensure that 
directory information disclosed shall not be used, rented, or sold for the purpose of surveys, marketing, or 
solicitations. Before disclosing the directory information, the Board may require the requester to execute 



an affidavit stating that directory information provided shall not be used, rented, or sold for the purpose of 
surveys, marketing, or solicitation. 
  
DIRECTORY INFORMATION 
  
Each year the Superintendent shall provide public notice to students and their parents of the District's 
intent to make available, upon request, certain information known as "directory information." The Board 
designates as student "directory information": 
  

A. a student's name; 
  

B. major field of study; 
  

C. participation in officially recognized activities and sports; 
  

D. height and weight, if member of an athletic team; 
  

E. dates of attendance; 
  

F. date of graduation; 
  

G. awards received; 
  

H. honor rolls; 
  

I. scholarships; 
  

J. telephone numbers for inclusion in school or PTO directories; 
  

K. school photographs or videos of students participating in school activities, events or programs; 
  

L. school name. 
  
The Board designates school-assigned e-mail accounts as "directory information" for the limited purpose 
of facilitating students’ registration for access to various online educational services, including mobile 
applications/apps that will be utilized by the student for educational purposes and for inclusion in internal 
e-mail address books. School-assigned e-mail accounts shall not be released as directory information 
beyond this/these limited purpose(s) and to any person or entity but the specific online educational service 
provider and internal users of the District's Education Technology. 
  
The Superintendent or his/her designee will also develop a list of uses for which the District commonly 
would disclose a student’s directory information and develop an opt-out form that lists all of the uses or 
instances and allows a parent or legal guardian to elect not to have his or her child’s directory information 
disclosed for one (1) or more of these uses. 
  
Each student’s parent or legal guardian will be provided with the opt-out form within the first thirty (30) 
days of the school year. The form shall also be provided to a parent or legal guardian at other times upon 
request. 
  
If an opt-out form is signed and submitted to the District by a student’s parent or legal guardian, the 
District shall not include the student’s directory information in any of the uses that have been opted out of 
in the opt-out form. A student who is at least age eighteen (18) or is an emancipated minor may act on his 
or her own behalf with respect to the opt-out form. 
  



Parents and eligible students may also refuse to allow the District to disclose any or all of such "directory 
information" upon written notification to the District within ten (10) days after receipt of the District's 
public notice. 
  
Armed Forces Recruiting 
  
The Board shall provide United States Armed Forces recruiters with at least the same access to the high 
school campus and to student directory information (names, addresses, and telephone listings of 
secondary students) as is provided to other entities offering educational or employment opportunities to 
those students. "Armed forces of the United States" means the armed forces of the United States and their 
reserve components and the United States Coast Guard. 
  
If a student or the parent or legal guardian of a student submits a signed, written request to the Board that 
indicates that the student or the parent or legal guardian does not want the student’s directory information 
to be accessible to official recruiting representatives, then the officials of the school shall not allow that 
access to the student’s directory information. The Board shall ensure that students and parents and 
guardians are notified of the provisions of the opportunity to deny release of directory information. 
  
Public notice shall be given regarding the right to refuse disclosure of any or all "directory information" 
including to the armed forces of the United States and the service academies of the armed forces of the 
United States. 
  
A fee, not to exceed the actual costs incurred by the high school, for copying and mailing student 
directory information under this section, may be charged an official recruiting representative. 
  
Directory information received under armed services authorization request shall be used only to provide 
information to students concerning educational and career opportunities available in the armed forces of 
the United States or the service academies of the armed forces of the United States. An official recruiting 
representative who receives student directory information under this section shall not release that 
information to a person who is not involved in recruiting students for the armed forces of the United 
States or the service academies of the armed forces of the United States. 
  
Annually the Board will notify male students age eighteen (18) or older that they are required to register 
for the selective service. 
  
Requests to the District records officer shall be presented on a standardized form developed by the armed 
forces of the United States requesting access to a high school campus and a time for the access. Requests 
should bear the signature of the ranking recruiting officer of the armed service making the request. 
  
Whenever consent of the parent(s)/eligible student is required for the inspection and/or release of a 
student's education records or for the release of "directory information", either parent may provide such 
consent unless stipulated otherwise by court order. If the student is under the guardianship of an 
institution, the Superintendent shall appoint a person who has no conflicting interest to provide such 
written consent. 
  
The Board may disclose "directory information" on former students without student or parental consent, 
unless the parent or eligible student previously submitted a request that such information not be disclosed 
without their prior written consent. 
  
The Board shall not permit the collection, disclosure, or use of personal information collected from 
students for the purpose of marketing or for selling that information (or otherwise providing that 
information to others for that purpose). 
  
The Board may establish online access for the parents or the eligible student to the student’s confidential 
academic and attendance record. To authorize such access, the parents or the eligible student must sign a 
release (see Form 8330 F10). This release shall remind the parents or eligible student that the account and 



confidential information about the student is only as secure as they keep their account information. 
Neither the District nor its employees will be held responsible for any breach of this policy by the 
parent/eligible student or any unauthorized party. 
  
The Superintendent shall prepare administrative guidelines to ensure that students and parents are 
adequately informed each year regarding their rights to: 
  

A. inspect and review the student's education records; 
  

B. request amendments if the record is inaccurate, misleading, or otherwise in violation of the 
student's rights; 
  

C. consent to disclosures of personally-identifiable information contained in the student's education 
records, except to unauthorized disclosures allowed by the law; 
  

D. challenge the Board’s noncompliance with a parent’s request to amend the records through a 
hearing; 
  

E. file a complaint with the United States Department of Education; 
  

F. obtain a copy of the Board’s policy and administrative guidelines on student records. 
  
The Superintendent shall also develop procedural guidelines for: 
  

A. the proper storage and retention of records including a list of the type and location of records; 
  

B. informing Board employees of the Federal and State laws concerning student records. 
  
The Board authorizes the use of the microfilm process or electromagnetic processes of reproduction for 
the recording, filing, maintaining, and preserving of records. 
  
No liability shall attach to any member, officer, or employee of this District specifically as a consequence 
of permitting access or furnishing student records in accordance with this policy and regulations. 
  
The Board shall not sell or otherwise provide to a for-profit business entity any personally identifiable 
information that is part of a student’s education records. This does not apply to any of the following 
situations: 
  

A. providing the information as necessary for standardized testing that measures the student’s 
academic progress and achievement 
  

B. providing the information as necessary to a person that is providing educational or educational 
support services to the student under a contract with the District 

  
The parent of a student or an eligible student has the right to inspect upon request any instrument used in 
the collection of personal information before the instrument is administered or distributed to a student. 
Personal information for this section is defined as individually identifiable information including a 
student or parent’s first and last name, a home or other physical address (including street name and the 
name of the city or town), a telephone number, or a Social Security identification number. In order to 
review the instrument, the parent or eligible students, must submit a written request to the program 
supervisor at least 15 business days before the scheduled date of the activity. The instrument will be 
provided to the parent within 5 work days of the program supervisor receiving the request. 
  
The Superintendent shall directly notify the parent(s) of a student and eligible students, at least annually 
at the beginning of the school year, of the specific or approximate dates during the school year when such 



activities are scheduled or expected to be scheduled. 
  
This section does not apply to the collection, disclosure or use of personal information collected from 
students from the exclusive purpose of developing, evaluating, or providing educational products or 
service for, or to, students or educational institutions, such as the following: 
  

A. college or other postsecondary education recruitment, or military recruitment; 
  

B. book clubs, magazines, and programs providing access to low-cost literary products; 
  

C. curriculum and instructional materials used by elementary and secondary schools; 
  

D. tests and assessments used by elementary and secondary schools to provide cognitive, evaluative, 
diagnostic, clinical, aptitude, or achievement information about students (or to generate other 
statistically useful data for the purpose of securing such tests and assessments) and the subsequent 
analysis and public release of the aggregate data from such tests and assessments; 
  

E. the sale by students of products or services to raise funds for school- related or education-related 
activities; and 
  

F. student recognition programs. 
  
Any entity receiving personally identifiable information pursuant to a study, audit, evaluation or 
enforcement/compliance activity must comply with all FERPA regulations. Further, such an entity must 
enter into a written contract with the Board of Education delineating its responsibilities in safeguarding 
the disclosed information. Specifically, the entity must demonstrate the existence of a sound data security 
plan or data stewardship program and must also provide assurances that the personally identifiable 
information will not be redisclosed without prior authorization from the Board. Further, the entity 
conducting the study, audit, evaluation or enforcement/compliance activity is required to destroy the 
disclosed information once it is no longer needed or when the timeframe for the activity has ended, as 
specified in its written agreement with the Board of Education. See Form 8330 F14 and Form 8330 F16 
for additional contract requirements. 
  
Revised 11/11/14 
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Legal 

34 C.F.R. Part 99, 2002 

20 U.S.C. 7165(b) 

Section 444 of subpart of part C of the General Education Provisions Act 

Title IV of Public Law 90-247 

M.C.L. 380.1135, 380.1136 

Letter, April 6, 2004 Jeremy Hughes, Deputy Supt. Department of Education 

20 U.S.C., Section 1232f through 1232i (FERPA) 

20 U.S.C. 1400 et seq., Individuals with Disabilities Education Improvement Act 

26 U.S.C. 152 

20 U.S.C. 7908 

 
 
 



 
BOARD POLICY 8350 - CONFIDENTIALITY 

Washtenaw Intermediate School District 
 
It is the policy of the Board of Education that when the District receives in trust from a public agency 
information identified to be confidential or exempt from disclosure under the Freedom of Information 
Act, Common Law, Privilege, Case Law, or Federal Law, the Board will maintain the confidentiality of 
said information to the maximum extent permitted by the law. 
  
Further, employees must not divulge confidential information contained in any records and files of this 
Board. 
  
Employees must not divulge confidential information contained in the records and files of this Board, 
except to other employees who may need such information in connection with their duties and to 
authorized parties in accordance with proper departmental procedures. 
  
Neither the Board nor its employees shall permit the release of the social security number of an employee, 
student, or other individual except as authorized by law. Documents containing social security numbers 
shall be restricted to those employees who have a need to know that information or a need to access those 
documents. When documents containing social security numbers are no longer needed, they shall be 
shredded by an employee who has authorized access to such records. 
  
If an employee is approached to provide information inappropriately, the employee must refuse to release 
the requested information in accordance with applicable procedures and should refer the requestor to the 
employee's immediate supervisor. 
  
Any employee who inappropriately releases information, or uses confidential information for personal 
reasons, will be disciplined in accordance with established policies and procedures. 
  
In order to prohibit the unauthorized disclosure of information identified as confidential by the sending 
public agency, the Board may seek to obtain court protection by: 
  

A. denying requests for release of such information absent subpoena or court order; 
  

B. pursuing motions to quash or protective orders to prohibit unauthorized disclosure. 
  
When possible, the Board will attempt to notify the sending public agency of the request for release of 
such information prior to complying with the request. 
  
Employees who intentionally violate this policy are subject to discipline, up to and including discharge. 
 
The Superintendent shall assure that employees have access to this policy. 
  
© Neola 2005 

 
 
Legal 

M.C.L. 15.231 et seq. 

M.C.L. 445.83, 445.84 

 

 

 

 




